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Mr. Crane is located in Washington, DC where works for the Department of Homeland Security.
Previously Mr. Crane was a Senior Information Security Consultant with Foundstone, a wholly owned subsidiary of McAfee, Inc.  There he created and led the Information Security Management program.  Service line specialties included performing risk assessments and creating risk mitigation strategies for HIPAA, GLBA, FFIEC, Sarbanes-Oxley, SB1386, AB1950, the Payment Card Industry (PCI) Data Security Standard, and FISMA compliance.  Mr. Crane was also a trainer for Foundstone’s Ultimate Hacking course, where he has taught students in both federal agencies and private industry, both in the United States and abroad. 

Mr. Crane is a contributing author of multiple books, including “SPECIAL OPS: Host and Network Security for Microsoft, UNIX and Oracle”.  He is also an adjunct professor in the Carnegie Mellon University Masters of Information System Management program, where he co-instructs the courses “Hacking Exposed” and “Incident Response”.

Prior to Foundstone, Mr. Crane was a robotic technologist with The Boeing Company’s Phantom Works Research & Development Lab, and a developer with General Electric Aircraft Engines.

Mr. Crane earned a Bachelor of Science in Mechanical Engineering with a minor in Robotics from Carnegie Mellon University. Earl also earned his Masters of Information System Management at Carnegie Mellon, specializing in Information Security. He graduated with honors of “Highest Distinction”.
